
Use Strong Passwords
Icon: A padlock or a shield with a key.
Choose a password with letters, numbers, and symbols. Don't use the same password for 
multiple platforms.

Keep Your PIN Safe
Icon: A key or a lock.
Memorize your PIN and don't write it down. Use a random number, not something easy like 
'1234' or your birth date.

Enable Two-Factor Authentication
Icon: A mobile phone with a security code or a shield with a checkmark.
Turn on extra security, like a code sent to your phone, when logging in.

Watch for Scams
Icon: A warning sign or an exclamation mark inside a triangle.
Don’t share your PIN or passwords. Banks won’t ask for these by email or phone. Be careful of 
suspicious emails or texts asking for your details.

Secure Your Devices
Icon: A computer or smartphone with a lock.
Keep your phone and computer locked with a password or �ngerprint. Avoid using public 
Wi-Fi for banking.

Log Out After Use
Icon: An exit sign or a door with an arrow.
Always log out of your banking app or website when you're done.

Check Your Accounts
Icon: A magnifying glass over a document or a checklist.
Regularly check your bank accounts for any suspicious transactions.

For any questions, feel free to contact us through the following:
Phone: 0788198300 or 5400
Email: info@abr.rw
Visit the nearest branch or credit outlet.

AB RWANDA PLC BASIC TIPS TO PROTECT YOUR ACCOUNT AND
PIN ON DIGITAL BANKING PLATFORMS


